
 

 
 

Prevention policy and procedures 
 

KMU Akademie & Management has analysed and assessed the potential danger of terror and 
extremism for the company, for the employees, for teachers, and for students. Due to the 
concept of virtual teaching (online distance learning courses), the risk of a terror threat for 
our students in the course of their studies is considered to be low. The same applies to our 
company and to the employees, as customer contact is almost exclusively via electronic 
media. Potential danger could be posed by an electronic attack (hacker attack) on our IT 
technology and data. Here, KMU Akademie & Management AG has carefully thought-out 
security concepts to avert danger, so that such an attack can be recognised and averted at an 
early stage. 
 
Risk assessment  
We continuously assess the risk of where and how individuals may be at risk of directly 
perpetrating terror or becoming active in terrorist organisations. 
 
Extremist communication 
Should a person make radical statements in the context of activities at KMU Akademie that 
are extremist and/or terrorist in nature, the person will immediately be requested for an 
interview by the security management. Should a suspicion of danger be substantiated or an 
acute danger exist, the judiciary will be called in immediately for further clarification. 
 
Protective measures  
KMU Akademie has placed the duty of prevention in the area of protective measures, and 
staff and students are required to report any potential and/or acute risk immediately so that 
further action can be taken. 
 
IT systems 
The IT systems are secured against external attacks in the best possible way, and the security 
concepts are evaluated on an ongoing basis. 
 
Security Management  
The person responsible for security management can be reached for all enquiries and 
concerns at safeguarding@kmuakademie.ac.at. Your enquiries and concerns will, of course, 
be treated in the strictest confidence. 
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